
GDPR &  The  Cyber  Threat Landscape 
 PREPARING FOR  GDPR 

Plan Now and Don’t Get Caught Out 

CYBER  CRIMINALS ARE  TARGETING THE  SME 
Understand Why and How to Reduce the Attack 

Surface in Your  Organisation 
 

 Friday 1st December  2017 
7:30 for 8am,  Finish by 10am  

The  Village Hotel 
Tingley, Leeds, LS27  0TS  

Why Should You Attend? 

This session aims to tackle two of the prevalent  challenges facing IT departments currently.  
● GDPR: Much fear, uncertainty and doubt has been peddled ahead  of the General Data  

Protection Regulation and we look to  address the myths and a simplistic approach to qualify  
your organisation in to or out of  scope of the new laws. 

● Cyber  Threat Landscape:  The growth of ransomware  has seen  much publicity over  recent 
months with the rapid spread  of WannaCry and Petya, we look at the basics and  what can be  
done without spending a  fortune to  reduce the threat landscape.  

Itinerary: 
07.30 Breakfast -  Bacon Sandwiches,  Croissants 
08.00 Introductions - Mel Nally,  Metro Bank Invoice Finance 

08.05 GDPR  

○ Overview  of GDPR – principles, measures and obligations 

○ Fear,  Uncertainty  and Doubt Myth-busting – Too many  seminars,  too  many  solutions that  don’t deliver and no  

technological silver  bullets! 

○ Preparing for GDPR – Practical  Approaches – Plan  Now and Don’t Get Caught Out 

08:45 Coffee  Break - Networking 
09.00 SME Threat Landscape – IT Users –  asset or weakness? 

○ Overview  of the SME threat landscape – Why are you being targeted? 

○ Skills Gaps v Managed  Services 

○ Too many solutions, too little integration,  too many gaps 

○ Fear,  Uncertainty  and Doubt Myth-busting 

○ Ransomware may be the  current  favourite but why was WannaCry so impactful and  what models exist for  mitigation? 

○ No Silver  Bullets Here  – a blended approach  is still  the best approach. 

○ Centralise  core tenants – patching,  av, user access controls and backup to provide  more visibility and resilience.  

09.45 Questions and Answers 
Next Steps: 
Speak to your account manager, call for more information or email: 

info@infosecuritypeople.com      or     Samantha.hipkins@icaew.com       or      Mel.Nally@metrobank.plc.uk 


